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eScout Quarantine Daily Emails Explained 

Jtt.net email users will now be receving a daily eScout Quarantine Digest. Inside these 
emails, you will see a list of Suspected Spam and Delivered Messages. Suspected Spam 
are those emails that were NOT delivered and are not in your inbox. Delivered Messages 
are those emails that did get delivered and are in your inbox. Below we will explain what the 
Actions mean.  

Suspected Spam (if you would like to preview the email, you’ll need to click on the 
hyperlink in the Subject column, and that will direct you to the eScout login page) 

• Rescue – this option will allow the email from the sender to be delivered one-time. 

• Allow – this option will allow the emails from the sender to always be delivered, not 
just one-time.  

Delivered Messages (if you would like to preview the email, you’ll need to click on the 
hyperlink in the Subject column, and that will direct you to the eScout login page) 

• Report – this option will send the email to Spam and the more you Report spam, the 
more the email server will learn about what you are reporting as Spam.   

• Block – this option will permanently block the all the emails from the sender, not 
just one-time.  

To manually access eScout settings and filters, see page 2.  
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eScout Website 

In order to adjust eScout filters, find undelivered messages, add/remove email address to 
blacklist and whitelist, etc., you will need to login to www.e-scout.jtt.net. Your username 
and password will be the same as your email address. The shortcut to this site can be 
found on our website, www.heartlandtechnology.com, under “Customer Portals”.  

 

 

 

eScout is a learning filter that improves its accuracy over time, and one way to help train it 
is by confirming known good mail, known SPAM/Virus messages, or rescuing email that 
has been quarantined incorrectly. 

Below are some tips and tricks to help you train your new eScout management interface. 

Rescue Email 

 

When an email is flagged as spam incorrectly, you’ll want to perform a “rescue” operation.  
Simply click the check mark next to the email and click “Confirm Non-spam”.  An email 
that is rescued from eScout is immediately delivered to your Inbox. 

 

http://www.e-scout.jtt.net/
http://www.heartlandtechnology.com/
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Confirm Spam  

 

One thing that may be slightly confusing is the existence of the “Report Spam” button.  
These emails are already quarantined are they not? Well, the answer is not so simple.  Yes, 
they have been nabbed by your spam filter, however, when an email is confirmed as spam 
by using the “Report Spam” button, the email is learned by eScout for future reference and 
then removed from your mailbox entirely. 

 

Not Sure – Delete 

 
If at any time you’re not sure about an email, don’t need it but don’t necessarily want 
eScout to actively prevent these emails from showing up in your spam filter you can use 
the “Not sure – Delete” option.  This will remove the email from your mailbox but will NOT 
teach eScout that this is in fact spam, basically ensuring you’ll see email from this sender 
in the future. 

 

Scoring 
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eScout provides you with a scoring system that is basically a statement of confidence that 
an email is spam.  The scoring system goes from –5 to 10, the higher the score, the more 
certainty eScout has that an item is spam. 

 

 

Below Virus/Malware on the left-hand side (see above), there are additional settings that 
are explained below: 

 

• Allowed/Blocked Senders – this is what you use to tell eScout to automatically 
allow emails from someone directly to your inbox or inversely to automatically 
reject email from an email address.  Simply enter the email in question and click 
either “Allow” or “Block”. In the old version of our eScout filters, this was called 
white listing and black listing. 
 

• Settings – this is where you can adjust your spam sensitivity level that gets through 
to your inbox. Low protection will allow more emails to be delivered/not marked as 
spam and high protection will allow less emails to be delivered/more emails as 
spam.  
 

• Advanced – here you can find a list of miscellaneous settings. 


